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Cybercrime is on the increase and many companies are getting attacked through their 
SharePoint infrastructure and storage environments.  
 
 
Some objectives for cyber criminals are: 

• Accessing personal and credit card information of your consumers and staff to monotize this information.  

• Stealing mission critical intellectual property or sensitive information for competitive advantage. 

• Ransomware collection. 

 

The good news for you is …. 

STEALTH Software has military grade encryption software. 
The Stealth Content Store, with in-line encryption capability, ensures all date is encrypted with defense grade  

encryption at the SharePoint application layer (at the Web Front End level). This means that data is encrypted before 

it moves to any storage environment, whether it be in-house or in a (hosted) cloud environment.  

So-called “man in the middle” attacks in the infrastructure are not possible. The external storage cannot be  

compromised either as it contains only encrypted Binary Large Objects (BloB’s). BloB’s are thirteen letter/numbers 

codes. File names are not visible to outsiders only the BloB, i.e. letter/number codes, which are  

encrypted with a file level, AES 256 key. Cloud Service Providers cannot see the files. They only hold the  

encrypted BloB’s. 

 

There are a number of other amazing features of Stealth Content Store that include: 

• Reducing storage costs by 30% or more compared to a traditional SQL/SAN environment 

• Increase performance of getting data back to the users by more than 20% compared to a traditional SQL/SAN 
environment.  

• Reduce Management Overhead 

• Seamless Business Continuity and Disaster Recovery 

• Meet data and security compliance requirements 

• Unlimited scalability once installed 

• Easy installation and use 

  

 

    

For more information please contact Stealth Software on info@stealth-soft.com | www.stealth-soft.com   
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